R FEEMHE (EMI) WMEREREGTIMERMERE (FAQ X£)

Frequently Asked Questions (FAQ) about Registering an Electronic Money Institution in Norway

BXABTHCHKE (F8) BRADNE, HHEELRMERIHE, EEHNEHIRRIE EMI RBHISIRERM / 128 / SRERNE,
RAt— 3 AT EIE AT RPN S5 3HE L BRI TIRRIEE.

WEA: & FAQ BERARA / BIER /| AMARATNIHNE”, URHEEPERSENE XS, ATEEMINABRATFEE Finanstilsynet
B RFI (Request for Information) .

F—845 | BRANE (B & Efi)

Q1: iE EMI 5E3EER EMI 7E:5 @8 H EEHART?
A:
MIEEREZRMIFERIERES, HIE EMI SR EMI EXEH—
. ES EEA KRE, B8 EMD2 / PSD2 / AMLD &% EXMNKEE;
o HPEL EMI $R#lLfS, mI@diPERALGITE EU+EEA AFEBRE FEREMRZ(TIRSS;
o MR1T. RAL. SENTMS, HIE EMI x BRI AE EMI, T4 E% FERSEREMEMN,

ERET:
o SENHWE I Finanstilsynet (FI), MIFRERM GENDIBITHSHMSER;
o FRLEAMMWER (LLINES. SMEE. SMHAE) 2ENBENSERE,

Q2: iiE EMI SilEiZ {444 (Payment Institution, PI) HH4X3?

A:

Lb¥e4ERE |[EMI (Electronic Money Institution) [PI (Payment Institution)
ZILIHRE EITHEFHT (e-money), TEENE RIEZTARSS, BRRITRFED
B ASIB|NTET e-money Z1T5 LM (BN, AR FRART”
g AIERE. TR, P REL. &P IBAN & BRI/ RS/ eE

HEEK REERER, HEF™ TR —LE

tRER A FEIHERIUIPER, {8 EMI 3t B2B S1EEE RS ERREUZ IS
MR EFE

o R KFRE,
o MEMERE+E+ZSTMHHAER,
B4 iZZE EMI dE PL,

Q3: R EMI 25 Rtk s3? sJLEmRSKEFG?
A:

o TEFEISEEIA, R EMI ATLURSS £REF, BaFgsr:
o BBl AML/CFT 3£M;
o FRER / EEA MUBIES KYC EXK;
o BFFEEMSR/IMNC. KM (LESXREZRK).
o WFEHIHAEXNEER, BERFFFIFKE:
o BRERIESREIFFF;
o BEBHMAMNENIeEFIL2RIE (EDD) HIE.



Q4: WEEEEEFNILMNE R # MY E—IRMEER?
A:
BE, EFRE:
o RERILERGERNSITE;
. MEERARBHNENMSERRR, MA2 EEAEE"

MFRARERZ (. B2B £H. SRAKRIE, MR EMI 2IEEFHY “LERIIE + BRItk E"

—EbS | RIERMHR (BE / EE / EERE)

Q5. BRERERERMHAKME? BEUURPEREFHELR / TA?
A:
AL, BIHR:
1. &M, PIISIERYEEFE (Source of Funds / Source of Wealth) ;
2. TEMEICR:
o TERICHE. . DHRIBEEXICR;
o TEAMSIIE. KEBNHE;
3. BEIRESIEMNITE RINERZNA, 91F:
o ZEMIRR;
o KH. RAVRE;
o PAMMIAHIZR S,

MR FI AR R B P E/EB/HXRE, ENERMEEEEEASNEREERES.

Q6. EFHVAERMRERML? AIUAMEREE"1S?
A:

o EORARMBERYMPECEINIFENE. ES5LGEENES,
o FIIFEFRENRHRER" . TERSAER, SANEEMNIS—FTMM, EHIBIEEREEIEL,

a0k

o 12 RAAXY/ERMERNELHESE (FIREFA/KMBAEMER) ;
o 1 BWATAKAMER, HRMELHBENSER,

Q7: MLRO (Ri%skfZA) AILSMEIG?
A:

o ABRFERELING, TUSRBISIIRS, BEARNABLAERENEHE MLRO,
e 3% MLRO @470

o HEMEERRILR;

o BRBAMSMIE, AIX I SHITHIEG;

o ANELSELESNRRZSEF.

Q8: MERFMEZUiZE M EMI/PITH, SRR MIRAH?
A:
SUBINEE, ERBLEIER,
BHRE:
o BAEERSHRHERSE:
o EEEIAEXI/IRITERAI CEO/COO/Head of Compliance;
o fEBNSMEBE WL ERIE] (GZAKRE) I ™IENL S5 EMIES;
o EBHWITRIBFREDER:
o MPERIR. ERIXM. K&/

HEBEEENZE:



"REBAREHENIRGISEENRL", MAUNERFAIEZFZE EMI £,

B8 | HE | &1 [ BER

Q9: MR EMI RIEAXBERESLV? HA—RIERILG?
A:

)4I]]

{RZEZAEE R 350,000 Ryt (RREE EMI —MRITE) ;
o WEL, FIXRSE:

o KR 35 FUEIHNNEERTEESAL,

o BARTEBZENATH.

¥

e

AASFEERMASEHBIG, HERTFHERIT/IEENMEANBEE RS,

Q10: FEXRERAIMMPENFERERLCLILG? BHIRINCER?
A:

WS ERN R EE. AEMRIRINERITAN;
BREFFEEFTEE:

o FERAE / A

o F/5TAK ODI / MIMRREZR. INCEH#;

o EWEPERIBEAMER/ SIHIMHME S HIE S AL,
o BEALMRARE, BHFRHETBERES KA,

{ZAKBERT AT BAR .
o —H#i%) ODI + iRy EMI #2554, BE/EHLERIN HNAERER BT,

Q11: T HAEI, FINNEABRBESL?
A:
MIMEMRME, FEHEXEFTER:
o SRR + &R + Hit + ASEAFIFEEND:
o {RSFHE: €200,000 — €400,000;
o B FAREN/ZHHER, KA & GHREZER.

BERET:
e EMI R2MERAZER", M KHEE + M + RSB HaERIEE,

FEES | A | Riksk /| MEEER

Q12: IE* AML/KYC HIERE ST E?
A:
FTEAE:

1. A7 (Risk-based Approach, RBA) — FREEF N, X5 MEFEATRIL KEEANE";
2. BRPEEF1E3ERA (EDD) Wk
o EXEZR
o PEP (BUAARAM)
o BREHMNTE
o RIMEBIHER5
3. fIEBRESRRI#ATHFE (Sanctions & Adverse Media) ;
4. STR (FIRZZI/E) NH — FERIRE + @ FLIBIRYE;
5. 1Bl5iER — AT AML IEil. ZRIEF. REREIT,




Q13: WAREERERE =5 KYC IRS/HE?
A:
AL, BIUERE:
o BZHMMZE. SMBHERE;
o W15 EMI EEIETAY Outsourcing / Service Agreement;
o EMI 3%t KYC Z£ERMATR, TR EE=AMHN"RIERHRES,
o MIMNE=FHITIHERE, ©F:
o BARAERM
o ¥E(RI® (GDPR)
o AHlEES

Q14: {7 Finanstilsynet BREA1H BBHINICEIEEN?
A:
—RRER U T XIS EE I
« 5£ZM] Risk Management Policy 5 Risk Register;
o RBEXESH:
o SR
o MENERPE
o BRIERL
o IT/MELZL NG
o HFIXE
o NEBENPEE
o KBEHEtT (KRI)
o YEHIFEHE
o HEA
o BTEER EHHEARNMIRSE M E,

BRI | IT /| 4 /| DORA 5H1E

Q15: iRl EMI WRAKR BV RAERMEE? AILUERAZRG?
A:

o WMERN EATFFERERS (BEAEER), BHANSE:
o BIBRMRIFIEFM (GDPR KeAipafAix) ;
o Outsourcing / ICT Risk EEEXK;
o BEEARNIE (FIMOIEREBRIMEK) ,, FERFFINAA:
o MIBEMER
o ifAlEH]
o WRAME (Disaster Recovery)
o YEEIARIN (FI E@EAIREEUR. KEHE),

Q16: ¥7F DORA (HFiEEFMEZEM) XKER, ST HERE?
A:
WEIEA EEA BRE, Y4BT ICT/Operational Resilience ERIESRFN DORA FEEIZEIT, S

o TEHRTEENR. BREM;

o HIFEFH ML BCP/DRP (M SZELM & KEITH);
« BE{JM ICT Risk Policy;

o AEMIRISAEE IT 550 IT MERSRAE.

NERS | $PER ) BIRIZER
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Q17: iRk EMI ZitE, MENSISIFRIIEREEMER?
A:
miE—M:
1. [ Finanstilsynet #2333FB8@%] (Passporting Notification) , 5B3:
o BRER
o EMMEHARS (4. KT e-money. WH%E)
o BHIMUDTHNABIESIREIRS
2. Fl BizfE, SR EREXABEREREE,;
3. —f&1E 2-3 AN R, ERKSERE,

Q18: EREAUEIFRENERBINEHNRITHE?
A:
AL, BEFER:

o« HREBEBITEREARMRS, —ARAWBAE"DZHE";
o HIRUEIEEWIHA. FTE, FIRERAZERX" 2SI B SEIRER;

o NZEERTERRIMMLEHEITIF G,

FtHs | BEDE & @ikE (BERA + QA Rffl)

X—EB53 I LIE 48 CEO/MLRO 4R 31fEF.

Tf5l—: FIia)

A AEFEMEEA T ATAIZIIN, MIFRMERBEMEE?
ZERRER (JRFRXB@ERHA):

1. WEAE M. BRENSRER, BETESHESE—

2. NEARBUEAMIRERREARNLS PO, LIRESKRRESSERE,;

. EEEMNIEERES AML 5, AR Finanstilsynet 4B XS5 ATIREEEZS;
4. LR T, [T REAFEASE, FEESENSRRRI SO,

5. ARNTRIERKESHEEARUN S B S NG EEP O, MIFRAN =i,

TH=: FI @Ei%inl

"% CEO BRSRMNEIRNTR, FPERMARERF? 7
EE BRI

1. BEFRERPSQFEERRERPRERE:
o BPFAEFMILISTE safeguarding account;
o ARIEEMSMBEBKFZH,
2. &S A /SR
o RARTSBITREXME;
o BREBRBMMANIEIR,
3. FERIHE R TR S RIERHE:
o BNTMFT, BFASAHNEFEI=H;
o BERESHIERE (FAHREMBEXER.
4. BEERENRERSHEENH:
o TEEATEIA Safeguarding IRE;
o PIERERITRENIHE,

FHI=: FIjE —



“{7 MLRO, RINAEFRESNEERNEFRIE? "
BYEEZE:

1. AREHERBERATSE (RBA), EXPLERE P RKAM™EITAE;
2. WENRERE GRS EE!
o BEAETIFRILS;
o WHATIEN, WI#HITERRIE (EDD);
o SRZEREFEBEE. BERREXM. AREWFE,
3. A2 BT ENER, FrEHEXKFZ7H MLRO #Hit;
4. WEFSEMER S HTR+FERRE, REXZUMTERERR STR

FI\&5 | mMEHT / BHiE & AR (BPEERPSERE)

Q19: MEZEIZEIHE EMI IR, KEIRESA?
A:
EMEEETD . REIRZARIRT:

. MELESE: 3-6 A

+ FI8#: 6-10 ™A

o BfE: 9-15 A BRARERL

o HEMER. RERSZ. BEAZEEK;
o BERELERS;

AREFEE A,

Q20: MLEFRFZELSHEENKEERIE?
A:

1. RK | RERRERETE;

2. ERS5EERLRENTRE (ERKRIMEES);
3. WSIRBFERS AML / SIBXEEESIRE;
4. SN ERIIE =TT, BRDAEBEES;

5. [@% FI [RHERE. EROTERUR R Tk,

FhES | RS RIBEINR

Q21: iR EMI B RE REY "B HpLE?
A:
1 SR R REZ R ER — Lhr LB,
2. {RAGASH TR NAE. HPA. FHARSHNESER R KRS ;
3. kSRR IERBERNRER / Tk — RS WEENASKRTE ;
4, FEMBEEDENELE — PEESRE. OLRATS—, B55IEEERH,

Q22: fAigitHB R, FREEAKRKE?
A:
1. B EEE1, fo#iT SMA{THTE (Feasibility Study) ;
2. BT EAVEIRA (WN{ZAKRE) BT
o LMt
o EE A EBERBEHE
o AML/IT / Risk BSRIESRIERE
3. EIERA FI B3 HI, FTsem:
o EMIAIE (Mock Interview)



o XHE—HMKE

85 | LSERS~m

Q23: #BEi EMI EFE RiFIRH E IBAN (VIBAN)"? MESEMF?

A:
RVF, BT

1. vIBAN B EFIHERIEERITKF;

2. EMI A RSB IANZKF 2 WP "3 RITHR ",

3. FIEEERAML, BAA EMI LHE KYC/KYB + X5 1515,

4. # VIBAN BEESRIT/E=H LMK, HAE IT SvE1Y + Safeguarding #HlH;
5. Xf Corporate P #AUH1T £1955E (UBO Identification) , F4F54E5RE,

BERRXE:

VIBAN BE A THEHRIT KYC, BIEREZESENK,

NREAETNH K2 vVIBAN, ZEIURFHESIRILIRAASH (VIBAN Risk Analysis & Safeguarding Approach).

Q24: iE; EMI BERIFRITEMEE / EPIE?

A:

AL, miRE:
o {5 2/ BIN Sponsor / Card Issuer;
o ER1TETF e-money S5, MIEEALS
o ERAREST:

o PSD2
o EMD2

o KL (Visa/Mastercard FLM)
o GDPR

HERRHAEAEE:

 FREAER? (FH)
. FREXFHERRE? (7))

o EHFEM AML/KYC? (MIIZE EMI BB, MAREXEE=A)

WiEREIEE, NES: (Card Programme Compliance Manualo

Q25: iRk EMI BEREMMMETB LT (Crypto) HXIESS?

A:
FHEM Crypto £&. FREMEMETZ 5.
BT LA :

o Crypto £z EZHHAE®EE (fiat on/off ramp);

o &# Crypto FAH UEp | £HIRS
o IRfH%E 3T Crypto AFBIZ (44T (Payment Rails).

1. Crypto Zp53 A9 AML XIBE 45624 ™=
2. W5 Crypto FEEEIL KYB + K& 53 HK il ;
3. WIUERR EMI H R MEfREIEHE Crypto &=

FI @ESERIZR: {Crypto-Related Risk Assessment)o

BHEIR

47



Q26: iRk EMI GEEIREERMITER. HM. EHRS?

. BE/ERALSEFRITIRL;
. FERET &ﬁ%w,ﬁ&ﬁﬁjﬁﬁ;
- ESUSBARTAMR,

EMI Bk S350 57" PR B 21 E#5R

Q27: BFEEPNERREESTIUITE?

A:

TEE,

FEFE, W, BRITHE TR RUTER", BRIBTI SRS,

Q28: BEFULEE / WEkikz (Acquiring) 7EHEE EMI ERTHAITF?

A:
SV, BFHRE:

« EMI %ZEEAHEY Merchant Onboarding Policy;
o MEXITI (FX. %, Crypto &) THER5RA;
o WIMRE P AFIA EMI S TAREED.

HEREREZEHN:

o “UMAIFF R YL SR B AT IONE?
o "BESAIES chargeback/EBFXEEAITTIL? ~

WS Rk EN sz, RS : {Merchant Due Diligence Procedures).

$£+—84% | E2IE & Safeqguarding 1!

Q29: EFATUMFMEME? BT IFEMIMNERTT?

A:
BERRBUIFRT

o MEIEERUEREHEIRTT (Trust Account)
o S{RREE/EEA HIMSEIRTT
« B FI #t/#89 safeguarding institution

fEFIRREE/EEA LISMRTT, MERS.

Q30: Safeguarding (EFPZE£IRE) BMLE NEIR?
A:
HERBIERNLA:

1. EFARS AR BEERERF,

2. kREAMK (FI EXZEEAH)

3. K safeguarding audit report;

4. EATEMAY safeguarding M 45

5. E=AHERITAZRNE/EEA 15E.

BIESIRII X (Safeguarding Strategy & Daily Reconciliation SOPY.

8 , 47



Q31: BFHMATHESRE 1:1 &5?
A:

B 1:1 & 5o

IEIREEA:

“FrE B FEMERL100%ENNE R, FSBLE"

Q32: ERARERTYMLIINER?
A:
AR E PO REEEE], FHEE:

o EREE

o MBRFSEFEE

o REPEIRE

Q33: EFAEFAMKMNREEREMA?
A:

. RESRT vs IRITKF RF

FPa2EMK vs 20K

ERTTEHEREE

B PREAME MLRO X CFO &t

H W=

=
=
>+
=
>+

i

$£+=8% | Sr8 (Outsourcing) S{HNEEEIE

Q34: ITIEERTIMT2INE?

A:
FRIAST 2SN,
NEIUREBAER ICT $2HIEES.

Q35: 4pEE%¥E (Outsourcing Register) BERFIER?
A:
mHEIER, HNES:

. AR

o BEIHAR

o ARSZEHE

o RRER

o FHENH

o MEEIHIENER

FI &% Register Tk, BESEREHRER IT £2EXH.

Q36: REAIFEMIFERENSE=5HER?
A:
A, EREEES.
FRERFRRL:
. BRI
. BIEMESHEHIE
o GDPR &}



o BERIHREMGE

BRRAARITER:
AWS EU Zone. Azure EU. Google Cloud EU, BEX8i#sith,

#+=20% | GDPR & B(FIFE

Q37: iR EMI £E appoint DPO (¥UERIFE) 15?
A:
BREMUTE—%M4, MK appoint DPO:
o IBREFTPHBEIE
o BIEHIELR
FRBERERS (10 A KE)
o WIEXZITHEE

BARZEH EMI MBEMHR LR F M, Rit@ER &3 DPO.

Q38: GDPR THI&ZRIE (Lawful Basis) Y{AIHRE?
BEXA:

1. Contract - EF 54 ET

2. Legal Obligation — & EK (AML)

3. Consent — IEHEBRTEHNHM

4. Legitimate Interests — Xi=. HXVEHQN

EEEIR:

FrE=15#5 Consent”, XEAEHM,

Q39: FIEREIUEIEFIPRE?
A:
B, FEIN
&%
o WJ{EA Standard Contractual Clauses (SCC);
o WA Transfer Impact Assessment (TIA) ;
o MITURENNEE S iHREHIER,
BN
BERAEEPIIETENTE EEA U, HPEBEPAXIARIER (LR,

F1THE5 | BEDRE & RIFREAT FAQ

Q40: FI TEERIFHAIEIRBRIRER WLE?
BIEETRRT:

. BAARR A NEET?

. BERPASESTNRIARSBRERMFA?
. INBERSTIL R Z B A
EERNAS5EHERE?

. MLRO #Nfel& = M3 57

u h W N =

10 , 47



6. ICT ARG AIRIRIESIETTEEM?
7. RESREREEXNEERNEF?

AT AIRES . (Finanstilsynet EILIAZE (RFI) RIRED,

Q41: FI BESERBH@MI%? (tARRTSmEA?

A:
AR R

- RARBSENRER,

o BIMERXEZ (Crypto. VIBAN. ZEEH);
o« BERZIZMTIER,;

o IT SMELHAIE.

HEIRAR:

» CEO
« MLRO
« CTO

« BE (EV 12 A0)

{CHKBERTIR
(AE@IEX (Mock Interview)) MRS,

Q42: RRFIFRENRIIELN? REEFEIE "HKITEEITHE"?

A:
AEERLZ B TEEFRE,
A LU ERRIA:
“HAEHIEMLS HR, BalEERIEXEHE—THL, ERXMRIGHEMN F&EL IT/AML BRI ”
EER:

fREEH##, mMAREEITE,
$+HEZ | A7 (Corporate Governance) FAQ

Q43: {iIE EMI EESY NS AH—RE?
i
o BEEZE/D— (Quarterly Board Meeting)
o BEAEMHFENXEMHMENNEFIRISRIY

BEEMSIEE (Minutes) o

Q44: EREWMIEPEERR?
B (JEEdl, BREEREER):

o XFZERS (Risk Committee)

o AMZERSE (Compliance Committee)

o HitEZRZE (Audit Committee)

EHEL EMI, ATRERERASABERIREE.

Q45: ESETEESHUEIN?

FE

11, 47



=DEE:

o AML/CFT

o ICT K&

« GDPR

o Operational Risk
o Safeguarding

HNTATRE: (EFAMEINME (Board Compliance Training Pack) Yo

F1+73885 | #Hit. FiE. BERS FAQ

Qa6: HiFi EMI REEERTEETIH?

o
WATo

BliE:

1. FEVSHEIT

2. AML JHII 8%

3. ICT Kt (BPH1ERT)
4, Safeguarding &it

Q47: FEHITREYARIPRPEITHSZSHATR?
JE 3833 4 R /A L R s s B A

FI &R M A HIR S

Q48: EEMEETMIRZMTARS?

—AREFE:

o KRT-100 (M5EIRE)
o MERRZ/E (STR)
o ICT BFRE
o BEERURE

o FE AML RFEiTFE

{ZHBKMRIAEEEME—%: (I EMI £EEKEBR (Regulatory Calendar) Yo

B1+tEE5 | IRITHPFP FAQ

Q49: BBk EMI BEMEIFFIL safeguarding account?

BH, 5uME. ER=EMN, RITAFPZRENEIZ—
§

RITRESES:
o WERE
. BRRERHKO
o AML BIRRE
o Xk (C2C vs B2B)

Bl s51Rm B2C, FFREM,

Q50: AITEEREHMEIRFF safeguarding account 13?

12, 47



Ao

B
. &E
. w2
. 2E
. HeRlEd

EIE7 =

ST B AR,
F1/\885 | EEMMPESERIEN FAQ

Q51: iiEk EMI HRiFRE ZRIENREZH4?

. ER/EEEREATRE

. AML RUB2IEHI R 70

SRR EER (Crypto. B3R C2C &)
. BRERIFERERA

MBS, REBEEATRE

. BEREREE. BETEN

A Ul AW N =

Q52: WfAtRFAREThEE?

1. iSHWEES MLRO BiE
2. B2/ Policy Suite (AML + Risk + ICT + Safeguarding)
3. WIS ERE (RFIEE + mik)

AR AR,
FThE5 | BIRIEE. FEHE (Passporting) S5HEEI%H FAQ

Q53: iRl EMI GESBEEEEREE/EEA (ERIFRINTIFFRILSS?
A:
AL, BEEEEXH:

o WEARKEMRGE

o WEET EEA (EUHEFX)

o EMI $rBE BEEA EEA, BFEZIE EEA BR

FRESCEEE:

o HREL

o KB

o FIZHLE

o BRER 27 @&

rEE:

o Tt
o« HE (RHEABET EEA)
o OO/ BE / MK EFIEHBEER

13 , 47



PR EE T @A EME (Notification), El:
QE[ FI (RN E) BREELSiHR S AML %R, B FI BN BErE M ENIAENE,

Q54: WMFRE EMI EERGERIRITFDEL, FEENRIFHEEL?

A:
BRI

@ RIS AT (Branch)

=» EEMEREREERIF RS 2F (Passporting Branch)”
TEEHHIE EMI R

@ &I F2F (Subsidiary)

=» TNER B R
= INF AT FIEM EMI RS, N4 EFEEIE EMI / PI (26

@ I IKERL (Representative Office)

= JRFHGHET

=» RAFMEZGIRS
= THEEMHIFER
=» HURERE

Q55: iRl EMI B@ERILIEREREIRS (Brexit [7) ?
A:
Aol EEIPRHENREE,
BHRESEEE/EEA BERe N BYEHR R,
MEEXEEFRE EMI 5 PI WkS3, S0

1. FHiEE[E FCA EF AR

B4
2. 5%E EMI &€ (Agent / Distributor =)

REMEERERS (ERt), FTRIRTH.

Q56: EL EMI BEENSHREFRMRSS (WNIEH. k. BFK) ?

A:
A, BFEFR:
1. FHETE LM iz E
AEEHMIBE. BMEE. RIIAEL, FNATEEMA HIFTEK,
2. 18 KYC RIS ES
EEBEREREFRRSERF R,

3. BRRERS FIRR RN E %
OFAC / EU Sanctions / UNSC Sanctions / Local Sanctions

4. B EIRBIERFFRIPAZ N HERE MRS
. ENE. tEH, ME. HF2IFMNER.

R, BETL. BRARSENGSTUERE;
BEE. WEES. INC. BNEEFTLHIEER,
Q57: R%EH (Shareholding Structure) FE(HASHMER?
R FI MR ARIER ™R, EXR:
1. FEERZLAMARA (UBO)
14 , 47



2. UBO A7 i & SRIRIERR

3. ERAREN. RRETEADMSR

4, BN MEEEIEER . E1EM# Group Structure Chart
5. BEERAREBNRIX: FI SMEHEE

BiVES: (IERREMIREAE (Shareholder Structure Declaration) Yo

Q58: BERIFHEEFIEN 100% IFRRA?

R, BREIE™ K.
FI REER B!

« UBO MZ&FRIRZE A

o MWHE AML #IERE T H#
 REE&EMRNEER

o BEBIUPEAHEENS] (local governance)
s BEEAMESE + SHEREER

FRIAFAERBERRIR, MR
SITERNERE + 5= AML/Risk X + Sk FEHEMRE,

Q59: i EMI BERIIRSEEIMNER (MEEMINKE-—FFR) ?

AL, EREEES.
BESRRIXE:

1. EEEEERETRLEM (Shell Company Risk)

2. BEEFEBSHE (Tax Avoidance)

3. EEEHEASHESR. MUFBENER

4, REETHSBUARK (NEXRER)
EELE

o BEATER

o HhnsRizhR

. WEBER
FRRINGE:
. XSEFB [ BV DAR | EEREEREN

BiURES: (BIERREMXEDHIRE (Group Risk Assessment) Yo

Q60: iPE EMI BERIFRAMILHLEM (Operational Company + EMI License Holder) ?

ATkl
XEEENMHLE, ERaLL:

o A EMI LiFH5RE
s BEEXRGKARKATEL. M. BRI
o EMI KRB {REFAERAREIREEH

BAIHRE

o {Transfer Pricing Policy) #%#EMNEER
o BREMIN (Intercompany Service Agreement)
o BFLARBIEA

{ZBKME AR AR IR
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S | HFARRSE (ICT) SiRERE
FAQ

Q61: PR EMI HINEREMILE ICT 3Xi4?

WEZE/DERLT ICT X (£ 14-28 1) :

. ICT Policy

. Information Security Policy

. Access Control Policy

. IT Outsourcing Agreement

. Incident Management Policy
. Backup & Restore Plan

. Disaster Recovery Plan

. Business Continuity Plan

. Penetration Testing Reports
. Change Management Policy
. System Architecture Diagram
. Data Flow Mapping (GDPR)
. Logging & Monitoring Policy
. Network Security Controls

O 00O g O UT D WN =

= R R e e
A W N = O

WZHRIBHWEE ICT XHF MK FI EREHHE,

Q62: IT AR BB NI Ath?

FEE,
Basin:
o BUETFMIE EEA X3S (BRER/MPRE/ K5/ FIZHLE)
o BREIRIAR: HOURM
o MEAZR
o ARl PR AR
o BFIER
o GDPR&#IItEA
o FAVELTHELREREFHBBRSE WMELTN. PRER)

Q63: BERYAURMEEEMIX (Pen Test) RESHMIT(HL?

o fEFE Pen Test
- ZERERE
o BFZHREHIHRE (FHE)

XE EMI FRIEHIREEE R,

Q64: MERARZRSTLMER SaaS FErTLANE?
L, BEHE:

1. SaaS F & ME EEA HEMER

2. %% Regulatory Access Clause (MEihiRIZER)

3. B REERINEH IR SH

4, EMI BB TRE X RFNIZMERIN (XBTHARTBE=FEHEZER)

FEEIRBAXMH: (SaaS System Risk Evaluation).

16 , 47
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BZ+—2849 | AML / CFT & X5 %% (Transaction Monitoring)
FAQ

Q65: il EMI EEi%3I MLRO #1 AML Officer 13?

W,

FEBEFRERIMEAR.
e MLRO (RiEskfas=A) HIIFHIEIEEE
o AML Officer B] LATEEfth EEA EIZ

FrIfEARER. FAE. FARLIE,

Q66: BEYBMiHITIFHRA (Ongoing Due Diligence) ?
FE, BEEKR:

- BRKEF: 86 1A

. MRKEF: 1218

. BXEEF: 82418
FFRATIN

. BRBHXHG

« UBO

o Hint

o EAVEED

o XEDR

HITEHEHEZ,

Q67: REVAMIHMmIE? MFM?
WY, FENES:

. fT1EE! (Behaviour Monitoring)

. FEESEFM (Threshold Rules)

. I XUBE RN (Geographical Risk)

. #3305 (Pattern Recognition)

. BTERERERN (Layering Detection)
. ATETHERE (Alert Automation)

A U AW =

BINRAT I RIFHERM, w0

o Fcase

o Salv

« ComplyAdvantage
o Sumsub (Zp5rEES)
e Seon

{ZHKBER AIRIRITEEE (AML System Mapping).

Q68: BEWMM FI 232 STR (ARZRBIRE) ?

BT
STR iRz EERIBIRED] (FIU), FiE<F:
o WTNILEPEREZ
o NEEZFTABHERTER
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« R1SEE STR BI23X (Tipping-off)

STR Bl E AT REURAITMHZ—,
FZT1TE | ERAWR. BiE. BIBXHY FAQ

Q69: #iE EMI HRifHEMEE—RRSA?
— SESAM: 6-1218

— FI [A%/RFI 1558 2-5 %

— $R1TFFF (Safeguarding Account) : 2-6 A
—IT ##%: 1-2 1B

— AML E1#%: 1-3 1A

EILERETE)E 12-18 A EARE,

Q70: TEFEAN, ERMLEMH?

HAWE (B3EE):
g EFXiE (FR7T)

AMEE (RIE)

€350,000

Safeguarding BEh&E &

€50,000—-€500,000

E|E, AMEARTIE [€150,000-€300,000/5F
AML/ICT 2R 4% €20,000—€150,000/4F
FEHIT €10,000—€30,000
ShERLTRERR €10,000—€25,000

RS HAPRA  |€50,000-€150,000
w2 E % (Crypto. #&1% B2B. VIBAN), FAES.

Q71: #LIEAPAYN{AFE{EXREDS?
AR

. MEARLEM: EMI HHESLIE + BE AT
PSR A BaHME + ABRODARAS
. ERMMEEER AML/ICT TR

. MERBEE B Ie (PRENEXEE)

. XA %[E safeguarding ({2&FHF EEIHER)

u A W NN =

{Z KR AT B A K S 2548 1Ak
FZ-+=8% | $Et. 2Lk & BHIE (Resubmission) FAQ

Q72: WMREAIBWIBE (Rejected) , BHFMUEMIRZ?
AL, ERBREME:

1. B¥dR% (Remediation Report)

2. IRHFSIHE S5 A

3. B RS HMNES/MLRO/ICT AR A
4. EFERTEXHE

—REM AN 3-6 A,
73: KEREEREMNMPLRI?
=t

Q

k

i

T+ EE L

o
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. AML/KYC 1EEIR5E8E

CEERRAE

. Safeguarding #HIR &

CICT ShadE

. BIERX XS (Crypto. BE1E C2C. VIBAN)

. RPIF LR 2

. BESAEENTE

. AERFRARE

RITH PR

. BEPEAIAEM (Customer Profile Ambiguous)

O 0 4 O U1 A W N =

—
o

Q74: N{AINNtREEHEEEE?
XE=A:

1 RAEEREREMEE (MAERIFEBH)
2. RFI & ATk, ZBECE,. SH0EH
3. SMHEPRA / MLRO %aENRBLZKREE

{ZHKET B RIR MR (Finanstilsynet RFI (A1 &R ),
BZ1THEy | HttSdMingE (583%)

Q75: {BE EMI BE W ARIELbE&itIm, #BIF?

BERA, BFEF,
SRINBRIES A st

o HITHM
o TEFR
o TSR]

MRERFAHER, BRARITHAREINE,

Q76: BRETMRIFHEREEZLEXIIINEE?
AL, 1B

1. %CERAE 7T E/EEA (AML. KBS, ICT 54, A8IE);
2. RERFRAXFGET GDPR i5[0)3TH;
3. EPHREIETR S EEFMEETE (HIBRW).

Q77: UIEZVMBSAUFRBEASZSHRI?
LR SRS

o CEO (3HEi=i&rsa)
e MLRO (ZHiBBEl/RRER)
o ICT AN (FI9ME + AEUEE)

e 12 BITEAR

E'RVEE"UNIHEEEENK,
Q78: KEARTUAELEHLMI? BETUSARTHAE?
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ERX (EERHA):
L Finanstilsynet (FI) 3K EMI M MEE:
- HXHESIBEENLEDMLIHFR (Physical Presence)
o UTREBTIFAESH. KT ICT. BEPZIFERE
o “HENAZE (Coworking Space) A LUER, B BEEHBEBTINEG
HERNE BHARISHEREUT 5 FER:
1. BT EEMIHIRE (On-site inspection)
FI 2 MBEREETIE NI
2. EEEXIEHBIEREFNEXHS (Secure Storage)
T eI TEfE, BXNIE AT HIN PR LA EEX I,

3. AliEEAEIPAEHATE &iMthdr 2 (Local Operation Evidence)
BiE:

o EEIEH
o BTt
o WEAMBRREE
o BEERNLE
4. &1 /AML/ R E RS X BRI "FTE L 2D
BMEEEITAE, HAE LR,
5. HEDAEMUFFIA TJHEEEIR"ZF (Regulator Access Clause)

A FEE: BBAE (Virtual Office Address) T#ES.

CHAKMERNEESEDAR, TARFRHUTEMS EMI R ERNDLGFRBRSTR.

Q79: EMI NERRZTVIEMALH? BEAUTRIEE?
FI SEER:

o BEL2HREEXMEHEME (Senior Management Onshore)
o AMLRO (REHMZTAN) HAFAITE 2 NETAZEIZ
o ICT RABZEREBTIMER (=f2 ICT BEHIE)

IEA2HEIPARIZ7E, (B FUERR:

. SRATR
. NREE

. RIRERAE

. SEMENDENISE

Q80: XREMERFTMUIFE? HlN AML, ICT, RLMik?
AN, BRHR:

XBRUAIEIER

HRgE =EHNE HEER
&%l (Compliance) |[HBAHFSME [hBIEEAHATA

AML/CTF VEISME (1) [AMLRO AFAMEAR
ICT &% VEISME TIRENEEETH
PapEIt VEISME PRESAEE R
Rz (Risk) 15T | BEEZORIZIREEN L
AE:

SNMEFNRFEERE, RENMBAEFIHAE,
ZRKEAIARREMY:
GMEREITHERE) + (HEERIEER) + (SME SLA EfF)o
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Q81: EMI BEAiFA{TEIM IBAN (VIBAN) ?
RiF, BHIHRE:

o HABFAINRTRERMIMATT

« EMI &5 REE{F/ IBAN KikL75

o WMIAER Safeguarding Account SN A &R E
o AR VIBAN FEIKATLEI

Q82: EEAITEERESHBENRR? FI NEREMHTA

A, BEESIREM™E,
Bl
1. R4%HE (Architecture Diagram)
2. $iE#%E (Data Flow Diagram)
3. TAMSSRiIZit (Availability & redundancy)
4. API X R 21T
5. AE4&ill (IDS) 5AFEE (SIEM)
6. BB EERE (Git Policy)

ZAXMAIARRMTEN (ICT RotE- RS ER).

Q83: BEAIFRITHIfIE (Prepaid Card) ?
21, BEHFHE:

o 5iFAERITHE BIN

o R£#H41 (VISA/Mastercard) ER#t

o ZE1EXR (Prepaid Product Risk Assessment)

o R Safeguarding MHIRI FRAL[HEER

Q84: BEEALUENMEEGHARSS? (Crypto + EMI)

SE RIF EMI:
o RUETHHRE
o RENNEEEHENZHED
o RUETM o MBEZHZMIRS
{BER 5 3F:

. BEEPNEAS

. BEREH

. EERERS

. BrMEAERR
=53] Crypto, BEFH:

o XFITE
o BPFIEHMITME
o NMEBEEFRZUEMALEI (Block Chain Analytics)

Q85: EPAEMRMBIARZ(HA? wHiFmHEMNG?

FI BRFRESK:
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LS Eid E7E S L]
ERESHM (Reconciliation) [&H / Daily| %R EEHL
ERASREIIE 0 / Daily| 74t B 5h38E
55 Safeguarding & Monthly [RXESS

Q86: BEWMILIFHIR LAY & H?
KR!

o WIMEMEEME A (Registered Auditor)
o ERX (HIAEEMP (Pre-Engagement Letter) )
o HITAEHITEE Safeguarding Audit

{ZBXMATREEE R 8,

Q87: BEAIMUERERARERSZH D (Shared Service Center) ?

AL, EFRXR:

o RSN

o RACIE (BRZ=HTI)
o SMEXIPE (L

o WNREEFIE

BERXC
o BRERT AR

Q88: MRATHNEBER, AJAZMNBHARILSZG?
AL, BYREERK:

. RPERFPEZEREZ"

R =R HORIZ"

s B RIREER”
itz S BehhimE s H iR S

Q89: EREETEEMER? GEERERAFTR?

FAUEEFEAE R
Finanstilsynet &3k :

~

b1 REEAE 2/ &Rt / BT/ BE B8
b1 REFAEE RASRASNER
FEW B

\

¢

ES
« E
[

Q90: EMI AIEBESTEIRIZHZNII?
AL, f8:

. DEHMBTNNERR G EE
. BAERNE
. BEEBEEEENE"
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CHAXKMERKER:
PE - FE - #IE - RENEBIRX S0,

Qo1: Hf EMI [MERETHRER 3 EMEHW? RAGHLAER?

=8,
Finanstilsynet (FI) BEF#IRE:
WA hzﬁ""‘ 36 A (3 &) E=hMAsE#M (Financial Projection),

1.
2. iﬂﬁ)"si@ (Cash Flow)

3. E=ffk%E (Balance Sheet)

4, AXRFEEZE (Capital Adequacy) itE

5. RBEINMNEZE (Risk Weight) B8

6. mEEEHMIR (Liquidity Stress Test)

7. Safeguarding FE&7it%% (Ring-Fencing Model)

HERRXE:

o BRBEREHESRM

o BARERM

- BEKIATIN

o EEBEREARLRMNENER (Stress Scenarios)

{ZHAKRERTIR e R (WPRL EMI M SSTUNEERY (Excel) Yo

Q92: EMI BEJLURMEIRS (JIRS? MIEBNHNERESHRE?
T, BEESFLURED:
RF:
o SHREBIEXR
. £ B2B/B2C $28IBRSS
o SHBAELEE
o MFHRERE/MEN
o #43E EEA X ME P IRS
PR
3t BRIEEZR (FATF SXFEEE):

o FRIFIMNAFLITE

« /058 KYC

o NN383Z5 T

o WIHREAT SR X PR E ARSI

BEES:

o BEXPEHIXZFH Source of Funds (SOF)
e Source of Wealth (SOW)
o PIEEETHES

Q93: ESXSHETE I HIMERRAR? BH VU ABMIREE?
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SMEEEAL, EMAELE 1BREE | SEEHIR.
EXREE:

o BIEIEHIEL

o OB S IEENTE

o WHEERSSRIEETER

o EMEAB "LIREIENR" (Mind & Management)

Q94: AFIEEWMTIIRAH? EEIMUEHRMERIEH?
EMI {fERERANIM, HATERE:

o JEREARESLIE
o REEIWFRSH
. RREEVSHITRE

FRAVFBETERNEBZBHX (FIIESR. BVD,

Q95: ER AW MFMITMIRIRAL? A LI7FEEEHERG?

RUFIER:
AR A (HF)

FRIEMEIAHIRIT (I%0: DNB. Nordea)o
5 B

FIRAE EEA SRYT (BUSDBE. SEE. HZ%).
PRAI:

o TEETFIXTEIE EEA $R1T
o fER" Safeguarding Account”
o FEESARERER

Q96: BHWIHRER IT RARENRE? EEETSRE?

RERERBFERB.
EATIRR:

o RZZEMIE (Architecture Diagram)
« ¥4ERE (DFD)

o ZLHME (Security Policy)

 API XX#4 (API Specs)

o IFIAEEILEE (RBAC)

o BHIHEER (Audit Trail) #1%!

BES MHRERARBERTHELIET.

Q97: iiFt EMI B EARFRILEIMSEHITE?

AT,
AT
o RIEVATR-IEEF"NXZ @

RETLL:
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- HEMEA
- B
o MANMEHEFHRE

EFENBEMILERS — BHHIE CASP #IR (X8R MICA 1&29),

Q98: EEWIMEKABM2IBMERE. KiSXLHIMRK?

BILL, BRIURRE:

o R ICT SMERITH

o HIBHTFHETE EEA KIFHSHMER

o HINKEITT, PEARAT (RBIEFRIFFTTE GDPR)
o RGO E IR TR A3t A 53 12

{ZAXKBMEIRE (ICT SMEEMEN - BRI,

Q99: EMI BEAIEHE "MIAHEIREPL"?
AILUS B IZERERA, EXIAR:

o 7x24 B I

o AMENEFALE (BR. T8)
BARRRY P 3R

o RIEEP ISR

Q100: HERHEMERHITEHIR? ABTEHA?

=8
BEAE:
o BEWIENIRRRREN
o ¥ AML/KYC HYIEfi7
o WRLEIEVIEMR
o X ICT ZRHM T FRFZE
o BEAE LEUTHIAR”
o BETHAMNS HS. RE. KE)

Q101: iEiBAAFIAAR LB ERIET"?

TEEER:
RITRNZ RaEBEMRARRTER. XQaE:
1. EES (Board) fiZdilg. EABRMAESSHEE.
2. ¥R (Management) AEARIEE, SEXK. M. M5, ICTE%
3. JMITEREEHBA -
o Compliance (&#1)
o Risk (X&)
o AML (Rit%)
4, ZiEps4% (3 Lines of Defence) HHIBEEREILFH Lo

SEEEHRANLKRES. SMIRERMBIRE, ANEREELMETHEE,

Q102: R INfAIRREESAZEMIZHMN? (Mind & Management)
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TEER:

° FRAXBAR (FHE. Hi&. NRABE) HWHEESHE
° EERIWE MARMZEIT

s B—RMEAELEHNITES,

s NEMNBSHESTHRESSEELE, HIFRIMEHFHIT.
o RWIERERNUXMAIHREBE AL, HATMIRR R,

Q103: iSRRI KPEIRIFHELR” (Risk Appetite Framework),

TERE:
FITELHIET Risk Appetite Statement (RAS), BRHLITIRENS H(E:
e EENXFE (Operational Risk) BBER;
o B/ MRIENXRERZ (Zero Tolerance);
o ERAXMIRIIRE ((NEZHEESRTIM);
o ICTRIBE “BHR” 5 “WERE" M&ITH;
* X5 EIEEAEBITHIEEBMIREN.

BEERBFELHU—RRAS,

Q104: {RMNMAMBE=75IrS#{TRPLITE?

TEER:
F{1i81E EBA Guidelines on Outsourcing:
1. ¥E—1MaA#1T REREZE (Due Diligence)
2. WEMIMIHE KBTS (83E ICT. %IRRT, BCP. MERARIY)
3. %3E SLA 5 Outsourcing Agreement
4. EHREEINEH RN
5. % &H5Ma (Critical Outsourcing) HITEERHITRE (SOC1/SOC2)

Q105: {Rii1YNf#1TRKkZMILS¥E (Risk Scoring) ?
TOER:
XA =BNIEE:

e EXRMKBE (Country Risk)
o ERFMXFE (Customer Risk)
o ZHERFE (Transaction Risk)

A BT, BXREFSIETMRRIEE (EDD).

Q106: MFSMIEER, R 14N {T EDD?

TEERE:
EDD 81&:
e 1%L SOF. SOW
o FINFHIME (Enhanced Verification)
o BIE=AIBEKRE (Dow Jones. WorldCheck &)
s ERFNEEEHE
s FETRNRZERE

Q107: BRI B (Transaction Monitoring) 53,
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ﬁ'?ﬁxi
BEERAEIE:
e #M5IZ (Rule-based)
o THANDIIEE (Behavioural Model)
o ZEBILE
o HEUM (Scenario Simulation)
o H2BEFHEY (WERA)

FRE &R 24 /NITRMIEHIZR.

Q108: RIS EFE "FRZR"1T/?

* AZSWINEREINZESTURILRTNLZZ
* DMEFPITARI

o ENEEDR, BMAERIIAE

o YN{hRIEE — ILBP STR L3R FIU

Q109: {RTANfIERIREAIERIFTFS GDPR?
TEEE:

o FRE%IREMET EEA XIF

¥IBMZ (AES-256)

RBAC PRIz

e BEHIT (Audit Trail)

{RZBEE (Retention Policy: 5-7 £F)
* DPO AR BFIE IR IEETN

Q110: {RIINERZEESZIFNERIAE (2FA) ?

B FTEEERRIAIRMIAER 2FA, B35 MFA/ OTP / EHSHE,

Q111: MR HMESKEN, K189 BCP (Business Continuity Plan) #{ii&17?

o 24/7 M43z

o BEIFERFR (Failover)

o REHIEDL (DRSite) {iIF EEA X1
e RTO: 30 9%

e RPO: 15 %%

s BEHITREBEHBESSIRE

Q112: EFRASNMMRFE? MK LESARBERER?

o BPEEEMT “Safeguarding Account”
* REIEEREHFEBRTREKF

o RYIRHIEKFEK

e ERAXM (Daily Reconciliation)
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o SRMIMNREITEX

34 EMD2. PSD2 B4 safeguarding 3K,

Q113: {RiITANMiEIEIPE ICT BRSSERYRIL?

o EHIKPIEZE

 HERS

s ERESLAEE

o SMEHHIIRME SOC R

o BETBNIIINE (Right of Audit)

Q114: YR MLRO RTER, {RINNUNMHH{R AML EREERFlH?

e BfE# Deputy MLRO

BEMBVERSIR#E (Delegation Procedure)
ERAANAAERSER

FRERIEE RS, FEEHDA

Q115: RAFREEBAVFERMEIZR?

BibmE,
IERBEFZM. RITERIK SZENE=AXNRE,

Q116: {RIT4NMIRIF} " E{RE " (Fake Merchant) BIRE?

o MWEHF#HITKYB

o IZEATEM. WikEEME. FBIFWIE
AR RGO ITIOIE

o IGBEF “ARBEMRE (Initial Cap)

Q117: {RiITANMiEIEISIRZEE#E?

o WEEXRZFHITEREIM

e SWIFT /IBAN I&ifF

o ISEBEME (High-Risk Jurisdictions)
o BEIXLITSH

AIEENIFAMZR 5 + AMLIBE

Q118: SEEJUNIMMARF SN AT Hlth T sRE?

o THS KRN AML Risk Model

* FRBEKREIR M purpose code
3@ SOF/SOW

MBI EERICILED STR RS
TATEERRS

Q119: {RIREEAE =S R{THIT?

=
Eo

FEHEITHBREMHE IR T,
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AEBEHITINE LS T AL B A,

Q120: EEEER, (RIIIEEILALZEPRERGIHRINIR?

I
ISEIWAE “Right to Access”, Ff1&iE:
o FHAPIBE
s RHEENE
s RBiER
o hiEEHIER
o FREXHTE 24 /NETTRE

Q121: iFRERF(RI TN RR MR (" F R RAE"RI?

TEER:
BATERIE EBA Guidelines 5 Finanstilsynet 183 |#1T5fiIf@= (Segregation of Duties, SoD) :
e MLRO FAJEEHE(E CFO. CTO. CEO
* CTO &5 AML SXBERH#L
o RMEFERE5IEIRE
o PEREIPATABHRFIZRE KYC iR

Ite5h, FABEILRFARIER (RBAC Matrix) REEEHIT,

Q122: HEFRESERRERF—HT, NfIitiE?

TEER:

FAEIE T Conflict Resolution Policy, ifeHiE:

. BIERRMEIFARE TG

HEERHNETEMEENS

. AEBYRMIIEE (Independent Director) RRAZE
EBREAREGHER — B Compliance/MLRO HiZEREELIRMg

> w N =

WEMSEREN (Regulatory First Principle) &FmdkHl,

Q123: {FIEE&ERRABMEERNER?

TEEE:
[EN_ EF4ESZ FATF SRPRER (High-Risk Jurisdictions) &,
MEFIS FINBEERERTFAE), HITABUUT EDD:

e 5%% Management Approval
e 52E SOF/SOW

o SRS

o BRI ZREN

o BTSN

Q124: HFEEEHERFARREEZNMNAEER?

TEEER:

TEZ,

FrE S 1EBR NN :
e R1T (Bank)
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o ZUEZNM (PI)
e EMI
o ot EEA &7

FAER KYB + B REREIEERIAR &AM,

Q125: {RiTMNMIBALE"T4EFFERIZH"? (No Commercial Rationale)

s BMRARIRFIEZERS. EEST. RABESER
o EXRBAHEEHAR B — Block + Internal Review

o WU EHFEZELVEXESEAL

o TIEEEMIEEE STR LiR

Q126: {RIMFAITEFHESRE (SOF) HIH?

o EERITHUK. BSBIER. THRB, BAKERS. aRSEXH
o EXHARZES — Video KYC ZRIAE

o XAH=HAHIEREK OSINT fH35IE

e MLRO E#t/GARIMIT

Q127: ARYNFIIEIEAEES TiEM?

o EITNEE Whistleblowing #1%!

s FIEEAERFERER

o RGERHIEHITHEE (FRMEX)

o BHE#HTRT AMLIEI

o AN IREF RGNS TR

o BHIBIIEEAERERRERTIEM

Q128: WAl — P U EREBEHN"ERAF"(Shell Company) ?

o MRS FESNLEK

o TEAKMAME (X PO Box)

* EBEFRRT

o BTEXIWS

* UBO ZERFEGEABNIEITR
* FTIEEMuAEISRE

R R BN# NS XS KYBo

Q129: {Rfil4N{AI{RE Safeguarding T2 IMI?

¢ Safeguarding Accounts S5izEMKFYEIRE
o FRiIFEL/EEA FHRIRITIEE
s FTHFIEEXZY
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o BEIEHMK
o 2EBE CFO + External Auditor EHAE it
o EXPREIA - UL BNERIMGLAESES

Q130: FRBA~ M L ERMAH#H{TEMEE?

TEEER:

F 1A Product Approval Policy:

. PR ERAR L = SRAESR

. EMER T IHMEERKE (B AML. ICT. ¥%iR)

. MBEERIJ5EM ORSA (Operational Risk Self-Assessment)
EBHEER

5.CTO FEfEEMIR (PenTest)

6. EEREHHM

7. BREZEFIAIETT (Pilot Program)

A W N =

Q131: R 1AMk "AI5EE P #tES (MCC Fraud)”"1379?

* MCC ZcHAB RSB ENIRA

o BERIMCC ERZIEART - ILBVAEREF
o EREMHARE. WKB. SEF

o BERF > KIEG1E+STR

Q132: MTRIRIEIREFH AML §311%?

o NNaEHIE X P ERIIEH

s MMEBEEFPERE KYC. KYB

o BT SWIFT 383

o NN3EZZ5ZY44E (Country-Based Rules)
e FATF RP&EZ B zhBE T

Q133: MRLEER—TARNERZABHERS, (RITMFIEI?

o HMNNEERG—XEEERSE, FIZENEEER
o SMEREIE 10 M TER AT RS

* HIMLRO. K. ICTEXEHIH

s RRXABHEFRZEFHIA

FBE “Regulatory First” RN,

Q134: {RIITNMITAE =S HEE " EEHITN" (Audit Right) FIH#{T?

* SAFEAHEETEEERIAE
o SNMEAMNMEFTE “Regulatory Access Clause”
o EHINEARER — BEpHkk
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s FEIIEHITZITEHRITE

Q135: {RIEEREER T FRERRE?

TEER:
TR
Fr = s FUEd 5228 KYC f5 7 REfE R,

Q136: IFREKABMMARFRREZFATELL (Immutability) ?
TEER:

e FIARZENBRE (Write-once Log Storage)

e Hash &8

o RABURHRITH

o H24/\WERRZZIRE

o MIBEEXABZTANS (Multi-node Redundancy)

Q137: MfAR5IE "W #EA (Account Takeover)”K[&?
TEERE:

e 2FA/MFA &%

o IPHIBMIBRE — MAIRE
o BRITHEDIRE

o [REITIERIGEFTR

* RIAIKER 5 ZRIIE

o EIRERWE — FLEMKF + STR

Q138: {RiIIEEIRHEN IBAN? YIRIB5RIPE?
TBEE:
FRITBRMHEIN IBAN, {B:

o RAFAK, FZIHESR

o Ffif5 IBAN 4B KYC/KYB Mt/

e KENIBAN A\ Hnhiitk AML 0%
s ZHBRITIREREITE

Q139: MAMFREHEANFESME RS &"?
TEEE:

* FRENEMHBEHEEE
o BFAERIR/ W

o BIFEK “Re”

o ERX XL BAWHIREE
* FRA SNARESFEE

Q140: {RiIMNFIiF AR EREHR3Z STR?

TEEER:

32 , 47



Eid BEhER + MLRO ATHIIA

R TELiBIE | TEMBERIE - STR
EPASE[L®E — STR
HREREER - STR

e MLRO &£ %5 STRIAE

o ot ﬂﬁ Em

Q141: {R{i1MNM#IT"EFP KMIEEHFfL (Periodic Review)”?

o ERPE: 12178

o XPE: 6 1A

s mRbE: 31H

o AEFIRIET IR HITRINRE

o ETMEEE: M. XBEX. NKEER. LSTHE

Q142: MPEFIELIZ SOF/SOW, R{i1iGNFIbIE?

o IRTEEEMKF

o BEERS

* MLRO HERZHAE

o EHif&E - H#ESTR

o EFEHLRM — Ml AML KT S

Q143: RGUNfHARIATERZRIRE?

e iRFIEF 5% (Round-Tripping)
o ZBk#EE (Layering Patterns)
s RS ETUERLNE

o RAIEIR S

o ZKSEMEX

® - Bt RIAE,

Q144: HEIMMAMASBRLKH#ITEBEMRA (PenTest) ?

o BEIINBEIFARRIT R

o NIFIPANEEERITEM

o XBAM (APl ZIIMX) FHEML

* FRERANEER (High/Critical 47130 XAEE)

Q145: {RIIEERIFEUKPHEEREIE?

TOER:

RARIFo

RioamiE—ARF + 2FA,

ZANFIFR - FRIENEE (Delegated Access) o



Q146: {RiilNfwiAEI UBO EEHEE?
TBER:

o SATEMBRNIIE
ERENEE + 12
UBO HY$PER + (EHEIIE
OSINT % (taE#riE)
EBRLEM — RE KYB

Q147: {RIVMFIRRFZAEFSHBTFHEERKF?
TEEE:

o FHS +lfFE +igHRIEN

o B OCRIIE

o ARIRF (Liveness Check)

IP 5 GPS ILEg

ZIWPHER—IEE > MEATHE

Q148: MIRRESRIZM AML 5E?
TEEE:

o EEREFIET AMLEEN (GEHF)

e MLRO ZEiRE AML/KYC #UE

o EANMEGNTHESERIIE

o BEXI AMLIEZRARKRESE (Documented)

Q149: WRHLIMATERIEITH, (RITINMLIE?
TEEE:

o I BLALEFRINRE

o AEPAE/NAREED (Compliance + Risk + HR)
o MEENIMIRE

o ESRAIE - RE

o fNERITEIERER LR AL

Q150: HEMIXLERE, RIMNAMHREEESEX?
TEER:

o NI EENTI{ELH

o FIHENEFR

o EMEMIEIRAT

s BRAREERLR

e 30/60/90 KIZRXREUIRESL BEVIME

o FREEMXHLZE MLRO 5 Compliance &2

Q151: fR{I1NMIEE"E=E (Non-EEA) ERFMXPE"?
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TEEER:
3F Non-EEAEF, B 1HIEE=HEBIEE:
o FREEIRSAIE FATF BRI
* &%) SOF/SOW
o RSREPEI
o MNERITHGIE
o ESREXMATL (WmMZE. 1§¥), HiTEDD
o BERERFWE=ERBHITEEHE

Q152: {Rii1dN{AIMAR AML 5= M AL S ERA(E24?
TEEE:

* P AML i MLRO =4

o \WEHIPARABEIREEIN, THEEEK

o RENRM™IEIRE

o SMIEXEH CTO MITEEHIERHFITEE
s BEXEBHTFESRRIUE

Q153: {RiiIMNAFIEZE S BEFE ER (Round-Tripping)”?

e HFIEEMA— B— ANBIFRRER
o NFENEERS MK
o ITHEBERFIMERTAALHLRS
o MESERIIZELE — STR

Q154: MR—ITEPIGEDIR, (FIINFALIE?
TEER:

o XBEERIJHITIRES LB E
EfTE KYCER
RERERFREHERE
REBANESNRER
& B AR EY 3 5 M FE ALY

Q155: {RIIMFHEHI"RLAEIER (SysAdmin) AR KBL?

o WAL (4-eyes principle)

* FRIEEMXRE R MFA

s FIERERBEICRHEE

SZEH CTO + EMEZINE
RAYFEARITHRIRE (NEFHUBERE)

Q156: dnfatzHl API ££%% (Merchants / PSP) K&?

e APlKey 5IP &%
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o WISERR KYB Reii A
o [RHI¥IEAZZZ 2 (Sandbox + Pilot)
o REERXNERHAAEMIH

o SFEHFTEIER (Audit Clause)

Q157: RN IRT ERBEFRIAENM?
TEEE:

o VRVEERS

o EREFRM SOF X

* MLRO HEEREREHIT
o E{HEIEE — STR L3R

FRERER RS TICRHFE.

Q158: EBEATEFE EMI sk 8B FEExIRA?

TBER:

Ao

EMI BFREBERITH, URFEENE,
BATFE &AW “EERTR

Q159: {RITANFIF(LEE P ERHRIARRIREEWL?
TEEER:

o FREATHEMIME X EHITE

o GIEXRBEHTL. WEUBTK. USKEATKSE
o RZEBMERNIITEDERITE

e MLRO S&##HIT AL ZRIFH

Q160: IR BIENRALTNER?
TEEE:

* BETHKITHEE

s SEPBRAMINER
o EMBRE - BEKF
o EIFNFIER — STR

o RN MHEETHIT EDD

Q161: {RITINFIARE P FAME " RREITL" (WN1EF. ME) ?
TEEE:

o KYB B ERUSERITILIERA. b=t
o FARHEIBAIIE AP ERTTH

o THIHBERZLEN

o RMBETURS — K+ LELLEE
o [RmER W ART(EEE STR

Q162: HEEBERETEERE, HRIITESARR?
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TEER:
£ 24-48 /NSRRI ERE, A M.
FRrEBRHEEER RIS RS, RERTATEEL,

Q163: {RIIMNFHEMRBEEFE "HEMISE3EH (Synthetic Transactions)”?
ER:

s MEELFTIMTF. MEEEH

o MERNEKERS

o REIRFIEEER API

e BP1TASH (MACD)

o EXELBIRE — Flag+ BBEFF

|l
m#

Q164: {RTMAMGRFSEE TSRS
TEER:

* FIEBRBEELIEIRKERN EMI RIT
* FRVFEMAKEE PSP

s EMBFENETSFHEBRE

o WERBERMNSIRAEEIEH

Q165: BERIFKRMEAMER EMI R3S

TEER:
Ao
RIEER 18 % ; BNERXFHELIAIESREITNEE

Q166: MFHE (PEP), {RiiT4N{#{TIRIZH?
TEER:

* 3R EDD

s BEATKIR
B3INTRENHEE
BIRIT AN

FiiE PEP % MLRO it

Q167: {RiITMELARNEILERHNRTIESHS

TEEER:

el

AR, K. Wb, HNHEER
. ARFRITHFARBIER
o EFEAR—H — KYBRed Flag
o MENERMIMILHRKIIHIGIE

HE
HE

Q168: EEAFANIBETIHEEFK,?

TEER:
AR ERIET:

e AT AML/KYC REB1H
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o WIGRHIE %
s EHRERTREITAH
o RIMPIRICHHITE, BN

Q169: {RTMIFMIERE HEHLMAL" BT L?
TEER:

o HENAEHIFADBNL

o WML IR

s MRABERTI. THEIE. TMIL — BRE
o PENERREHERSE LA

Q170: RIS TEEIN{E RS R IEEMPE?
TEER:

o XM GithRE=EE

o FIERIEZEXM Code Review

o BURRIEIE CTO + Compliance EH#LE
o SEEE UAT st

o AFHIENMIIRER

Q171: HEIEEBRITATME. KUFkiRSS?

TEER:
e,
2 FRARE. BEER. EFKFP RS,

Q172: {RIIEEEAMNBEEIM AML? (RERHA?
TREE:

o THEENIONE Z1THIET

o JRFISEITALLFLNEREE

o RRIRIFE

o FiG MLIEEIAH MLRO EEHENIHR

HMNAoT2AKMBDER, A\IRLHZ,

Q173: {RiIEEZiFEItEL? MfIER?

TEEER:

AIFENR:

o EEKYB

o XHWIE (BAERE. HER)
° X5 SRS
BRHTIAEBR

BXR MK AML 107

I

S

oo
3

Q174: WfIRESHEPIIELRT P MILEE"?

TEEER:
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s SNMIMESFSERERSE (3FCEO)

o FEBIMHIT

o BRURIFEETIH

o SMENNFEFREBE RN

o EERWENE KPI, FHRLVESIHITRE

Q175: {RIIMNMIEIRIRFIELN (Device Fingerprinting) ?
TEEE:

e iZRIEHF ID. OS. NSBEL
o KWNZKFAHZIRE

o REIRE — MASRFIINIE

o RENITHMN AML 1REY

Q176: {RIIBR&E#IT " BEAFIYRE (Daglig saldo) "i5ix?

TEER:
o
SHNWKEE:
¢ REFRE
e Safeguarding Ik 5 &R
o ERHH (tolerance 0)
o BEIARE CFO 1 MLRO

Q177: {R{I1AFIEAZI T ERERT"?
TEEER!

o BN — B NERH K

o ZAHEKP

o JEREER G EARFEIK

o ZEICA. REICH
o ENE=I— ILAN#IT AMLIAZE + STR

Q178: fRfi1fY KYC FAINFIEMERIE?
TEER:

* OCR MIREHEIRR

* MRZ 3%
XS HESIRELL Y (EIX API)

YEE®M (Liveness)
MSARERE (Blink / Head turn)

Q179: {R{IVYN{AIEAIRFAE EMoney &{TEPZ REPREI?

—_—

TEER:

* AP#ERTERAZBHITH
* TEEBR
* FRrABRTHRITREK,
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s REI=HE=
- EEXRBER

Q180: AFYNFIEIEISEBRSSAYHSMPE?
TEER:

o TRMERH. ERZRIRS

s HEEFESEMHIR

o SHMBISIIRE1E

s ERPHARHSITN > MA AMLER

Q181: fRIIMMEBE L HHEXELBEHATIMNEF?
TEER:

s NEHRUERZF

o B WMIIREIFAIE

s BIIERHE

o BKFETEXRZHHE (Chain-of-Custody)
o FERARELSMIEA (Chainalysis/TRM)

Q182: fRIMMMEEEIEF AEMEHE"?
TEER:

o FERMHER. KE. W
s BXMEERESUSHEART—H
o MEREXK Video Call 1%3E

s BELESERFIITBIE - EE

Q183: BVEXZEMME AML EHIEE?
TEEE:

o ETEHEMAN

o BEMAE (KE)

o ITHfER (. BKEX. F&EE)
o HuEifRR (BRFEZK)

A EDME, TALTFH.

Q184: {R{IIUNfAI##{T  EE LI IER"MWEERNEPHEE?
TEER:

e Compliance #{TEEHE

e Risk 5ICT BN BT

o EEHUERIER4 Finanstilsynet
o HSMEBERITEHITHIERIE

Q185: AR ARLE "R FHF (Shadow Accounts)”?

TEEER:
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o RAVFRTEM KYC HNKFHITR S
* RERLRICZIFEXNFKR,
* FABEF ID BHREME—& {4

o EHFERITIKF &

Q186: MR ZFINERTEHIAFINFMIE?
TEEE:

o ARARRPEITE

o [E(REREN

o ZK SOF

o EHEERHEEE —> STR

Q187: R IRERIFEF ERANIERSE?
TEER:

Ao
HMEIAIE — 58 F) RIGIE + RFAE,

Q188: AT EERPAGE ST

TEEER:

o WEHmIEEIN, FTIEFEIBE KYC/AML
o NRDE

o EMPBELMRIE veto X

* RFITHEIT

s EMEERAEFESRE

Q189: {RITMNFAIEIE"BA AREH"RIR?
RBEE:

* EFERATURMERN A
o FEEATRERNANIE

s BERSITAFT—H -~ aRK
o MEBFEK Video KYC

Q190: MfIEIE"REERITA"?
RBEE:

o |P #hIBE H BT

o TRIME

o BEBYEAI

o HHEIBUF—HK

o ZHUEINER — BEIBIE

Q191: R 1NFIEE API X HBRIRILIE?
RBER:

41
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* APl Keys BHA / BRER

o BRI

o JEREZE (Rate Limiting)
o HRRMIA

o BEITH > HFAPI

Q192: fRIREM “STITRME" 2fR?

TEER:

Zo

RIKEKR > 5% — RFEBHRE
LIKE > 10% — BREIFA

Q193: MFMFIIEEREEXH T RESFIRS?
TEER:

o AE AMLIRE

o ZELHIRE

o EAEMIUEMERGIE (within 24h)

o BESTHNIARAEMASEUE

Q194: {RIITMNMMAIEE PR EIEEM;ERN?
TEER:

e OSINT 1%
o SMNERIEIRMRIE (Cyber Threat Intelligence)
o ERDIXKEX— IBD STR+ XHFAMKS

Q195: IrEEIRINTHETT AML IEH?
TEEE:

o EIRTAEMUT AL

o REMEZ KYC #iR
FIERRITRIER

o EHoFUAAE MLRO 2018
SMEL TSR AML $ETI

Q196: fRiIMNALERFRE WAEPES"?
TEER:

o MEEF BRI
o SilSELER

s KERTRRAIRN
o HFIKFIZERL

o ERE - UBENELE + AT
Q197: WMMFIErE BT EET S EEENR?
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TEEE:
o WEEEAKE
o NS PSD2 /EMD2 B
s HEHAATER
o BHEIMBIFL (Fitch/Moody's)
o RERHITIIZIAIN

Q198: {RiTUNIEIE"Z BAIINE " MPL?
TBEE:

o SEEEZFIE UBO

o EXREERFIRHEATIEMA

BER - BNE
SR REIRIELE

Q199: AMRRASMIEER RS
TEEE:

e AML #%EIH MLRO =1l
o FRAEBICRHEIBER
o EHIIIEREIE ML

o BB ARIER

Q200: fREERIFZIIEIF KYC EFRMAIFHR?

TEER:
Ao
FrEW A B BT RITHR R R B S E X .

Q201: AT E "REEATHE"?
TBER:

o WIHIT SOF &

e MLRO &t

o EMRBETRE - IEE
o EAREIRISTR

Q202: {RiITNFIFE FEFPITHEISR"” (Behavioral Profiles) ?
TEEE:

s EFEHXZEN

o HTFI&EFEH
BETHIBa 8
BEFhsiuE
THRERE AML FRTY

Q203: U EFRRZZEEESMERILIREIIEIE?
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TEEER:
Fo
Blgn:
s HFIMAZESITIARRF
s BEHEE ‘BEAE
o WKBERZHAH - BRI

Q204: IM{WIEMTELIH OTC EF?
TEER:

* WA BEMRR

o MAEHLDINTIA
o BIFMERH

o FIKKAETEN

o ER — IBMARIEGE

Q205: TS MBEAR{ER (Syndicated Fraud) ?
TEEE:

. BHSA—EEIEE

o BAMPERR—RTE

. AR IPER

. REEFRS

. XBBA-H

FE=mLLE — IZEHE,

Q206: AR RKZEAR=E SiRE"?
RBEE:

* FIAXSZFNERNRRN

o RIEFURIGER

o KRAMMNIERE

o ERIATHIR —> BEILEIR + Bt

Q207: R IMNfAIEIE"SEMFEE — BRI "1T/9?
TEEE:

o ITHEEBEHRR

o EREEE - AMLIAE
o MERY SOF

o EXEIIER — STR

Q208: {RiiTiNfAIHfR ICT RS S RIE—?
RBER:

¢ ICT 5 Compliance ERXTF&IY
o RATMAIE “GHHZ
o %t #4 (Design Doc) EAMIBIISTE
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s AFMBRSREXH—BESTENE

Q209: MF Z{HELTHEE", RITMNMLIE?
TEEE:

o EAREHKER — AIHE

o HEFEE - ENAHIA

* FTERHEYBARKIERAZATHA
o EFTEHRYE > MLRO /T A

Q210: {RiTNMINSIEICEIINCIE S (Bl FX) ?
TBER:

o MRHIRIIRMN TR M

s IXXZFEAMLIEE

s KEIIXRZFEEEHHE
o EHENMRINCREL

Q211: {RfIIMNMIMHIARNESEZITASE AML §E77?
TEEE:

o SEEERHIFI

o A0 AML 38L&
e MLRO EHITE

o EREM — HEXBRL

Q212: EFEERIUIRFIANKF?

TEEER:
FET o
RN IEE RATEZH M & AR,

Q213: MfTIL " =EN3Z R " (No-Op Transactions) ?
TEEE:

* RHEDMTAELUNRS
o =4 No-Op 174 - B XK
o ELRERE - Bl +BE

Q214: YNfAl=HI" % (FHEREIT K" MBE?
TEEE:

o XSZFRANFIEBE 2 BHE
o hENMURAZIHEE

o WHERBAEHITIOE

o EZpE — %I EDD

Q215: {R{TANFIMIERE=SHMEA?
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TEER:

s FIEE=ANRBERIIAWVESE
o MR MEREZNSEA

o BELEMRE B4

o EHMHERYE— STR

Q216: MR AML REHEFIHSHEIR?

e M MLRO SZ=ERTRIGURE

o SNSRI (Independent Validation) SEHIT
s ERANMEHHEERTHEBREKE

o EEAWHE AMLIEREMM

Q217: {R{I1SN{FIPHER" S HE3EM4E" (Layering) ?

o KWEESBEE BRI

o RAEE =B S
FHEERKBRE - BHHEE
° WEMIKLEKF

pin]

iy

Q218: ATMFLAZMBEAMR,"1TH?

o BRIEETWL

* GPS/IP 5FMEEFR—K

o RXHEXRTEHFFHE

o EHRERBEER > HEWF + Wi

Q219: {RIRE ARV X KYC FREIF"IRSS?

TEEER:
Ao
FRE K1Y= KYC BEA8EB .

Q220: SEMIXLRE, MTE M, (RITMMAMES?

o BEE—AHKFIANASHEEXER
o BEHAEXIRS
HEEEZIHES XY

EER. MLRO. CTO 2885
FRrARIERIT—E. H#if. T8I

MEFRE, {CHKMEPATTUEEMENRS ZREiXSFIHEA® (Second Interview Compliance Pack).
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BT HABR | XTFCHEKME - SHRSRME, aMSI52EE
RRARSS TR

AKX (F8) ARATESE. RHRSRSIERMMXIGETUHNEMEN, AL, REEREVRHESAUNENE DR
RAR, GFEFRRT:
o MBNERIEE L LRI
o & MSO / IBEARE / SFC 1/4/9 [ ENEF(RER
o FREEEE EMI / PI/ CASP (&R, A&EF. I35, SEME)
o FMN MPI /| HATHIHRSHEER
o JBFF / FIE%ES DFSA / VARA S48
o BIEFEHEERNBESTZF (Policy Suite) ;
RHUEE | FEANEESHEREX,;
o RITEIREMENSEEMRR,;
o R IT + AM—BURRARE (RS + FIE + REA),

BNBNTFEERRIKBEBRSEREXR, EHEFEEXAZSTNRERRPRESM. ATHEHEK,
MFEH—HHE), BIE MR EMI BiF / . STHESRESMEIFIRSS, YDA

« EM: www.jrp-hk.com

o FHl CRII/ MEES): 15920002080

o FH| (&% / WhatsApp) : 852-92984213

o B SHEXEALUTHPDFXXH: XF{CHKH

VLYN U

o AIEAE: RYEAXSEHELRC 1 Sk 11 #
« BEETF. EHTIFHEFE 253-261 SKETEAE 18 #
o EENAR: BRAMNTHREAEALALEER 1 S FBNKEZ 17 86 #

A AXHEEIRS PRI A AR EE B ERR. [FAH1:15920002080 (RYI/RISES) 852-92984213 (Hongkong/WhatsApp)
REXFEF14]

BRER7 | LiE: MR EMI B9E(I SN
AR A BB 3!

- B EMI EREE. BNE. SEAEBIILRSEER
o RIFREZHE, BIFEEEKPHBERBHEMBMNZ 153
o RAMBEIFRIG + LEREES + SRR
BinESE:
v T8 TR 7 {1 R

v EE Wallet/;FE K ZR
Vv B tMX 2 E

W EMI R—&%IRENENREZ, FEVDE M EMI (EAEREHiz —, H5 B KERANIBIRITHR.
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http://www.jrp-hk.com/
http://www.jrp-hk.com/uploads/soft/20250902/1756811813.pdf
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